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1
Decision/action requested

SA3 is kindly requested to accept the below conclusions
2
References
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3
Rationale

In the proposal below, we include summaries of the evaluations that are proposed in companion pCRs. In addition, we propose a text for the overall conclusions clause where it is stated which key issues are addressed by which solutions and which key issues are left unaddressed. Furthermore, due to the solution selection by SA2, it was found that the requirement on secure pairing is not met. That statement is added to the overall conclusions.
4
Detailed proposal

*** Beginning of Change ***
7
Conclusions

7.1
Key Issue 1
Key issue 1 is addressed by solution #4 which builds on solution #6.1.5 in TR 23.733 [3].  It is therefore proposed to base normative work on solution #4.

7.2
Key Issue 2


Key issue 2 is addressed by solution #1. It is proposed to base normative work on solution #1.
7.3 
Key Issue 3


Key issue 3 is addressed by solution #7. It is proposed to base normative work on solution #7.
7.4
Key Issue 4
Key issue #4 is addressed by solutions #8 and solution #13. Solution #13, however, does not address any of the security requirements of key issue 4. Also, the corresponding solution in stage 2 architecture is found in clause 6.1.4 of TR 23.733 [3] and is not selected for normative work. Solution #6.13 should therefore not be selected for normative work.
Solution #8 addresses the key issue #4 by reusing the discovery mechanism defined in 3GPP TS 33.303 [6]. 
It is proposed to base normative work on solution #8.

7.5
Key Issue 5


Key issue 5 is addressed by solution #6. It is proposed to base normative work on solution #6.
7.6
Key Issue 6


Key issue 6 is addressed by solutions #9, #10, and #11. All the solutions contain an A and B variant. All of the solutions address the key issue security requirements. Solutions #9 has corresponding solutions in TR 36.476 [4] and TR 23.733 [3]. Solution #10 does not have such a corresponding solution and solution #11 has a corresponding solution in TR 23.733 [3] only. Solution #l0 is therefore not preferred.

The B variant of solutions #10 and #11 has the advantage that a handover can be performed without signalling between the eRemote-UE and the eNB. Corresponding solution #11, however, does require signalling so that signalling efficiency cannot be achieved in practise. Solution variant B is therefore not preferred.

Concluding, it is proposed to base normative work on the A variant of solutions #9 and #11.

7.7
Key Issue 7


Key issue 7 is addressed by solution #12. Solution #12 authenticates the eRemote-UE and sets up PC-5 security in one procedure. However the solution does not analyse whether it is necessary to set up PC-5 security after the eRemote-UE is authenticated by the PKMF. It is therefore proposed to base normative work on solution #12 with further analysis of PC-5 security. 
7.8
Key Issue 8


Key issue 8 is addressed by solution #3. It is proposed to base normative work on solution #3.
7.9
Key Issue 9


Key issue 9 is addressed by solution #5. It is proposed to base normative work on solution #5.
7.10
Overall conclusions
For the following key issues, the following solutions are recommended for normative work:

-
Key Issue 1: solution #4 of the present specification;
-
Key Issue 2: solution #1 of the present specification;
-
Key Issue 3: solution #7 of the present specification;
-
Key Issue 4: solution #8 of the present specification;
-
Key Issue 5: solution #6 of the present specification;

-
Key Issue 6: solutions #9 and #11 A variant of the present specification;
-
Key Issue 7: solution #12 of the present specification;
-
Key Issue 8: solution #3 of the present specification;

-
Key Issue 9: solution #5 of the present specification.

It is noted that there is no solution for secure pairing selected for normative work since the corresponding solution in SA2 has not been selected for normative work. This means that the present specification does not meet the requirement for secure pairing as stated in clause 7C.1 of TS 22.278 [2].

*** End of Change ***
